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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are members of
ISO or IEC participate in the development of International Standards through technical committees
established by the respective organization to deal with particular fields of technical activity. ISO and IEC
technical committees collaborate in fields of mutual interest. Other international organizations, governmental
and non-governmental, in liaison with 1ISO and IEC, also take part in the work. In the field of information
technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC 1.

ISO/IEC 15944 consists of the following parts,
Operational View:

— Part 8: Identification of privacy protection requirements as external constraints on business transactions
— Part 9: Traceability framework™

— Part 10: IT-enabled coded domains as semantic components in business transactions

* Indicates parts of ISO/IEC 15944 under development at the time of publication of this part of
ISO/IEC 15944,
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0 Introduction

0.1 Overview of purpose and nature of coded domains

The primary purpose of this Part 10 is to provide an integrated approach in a single consolidated document the
key concepts and their definitions as well as rules pertaining to “coded domains” as they already exist in the
multipart ISO/IEC 15944 eBusiness standards, especially Parts 1, 2, 5 and 8.

Within an Open-edi context (based on the ISO/IEC 14662 “Open-edi reference
viewed from both a Business Operational View (BOV) and the Functional Se

information interchanged in the form of Information Bundles (IBskXas W Components (SCs), which
form part of an IB, are not only IT-enabled and IT-platform neutrak i ' portant that where these
semantics are captured, recorded, referenced and use
communicated in a very precise and in an “unambiguous’

required” to support the goal of the commitment excharigs

a) need for unambiguity in commitm

b) ensure as high a degfee of da
c) maximize an IT-enabled approach
d) maximize granularity and flexilili

Given the fact th @

variety of applicatiq <
parties concerned be
blocks” from whic '

inmformation (modelling) perspective, i.e., those of users and the BOVs;
2) IT modelling perspectives such as:

a) entity-relationship modelling where a coded domain is viewed as an entity type functioning as a
“domain”; and,
b) object-oriented modelling where a coded domain is viewed as an “object class”.

3) aninformation science (information management library, records management, etc.) perspective
where coded domains are viewed as “schedules”, “authority files”, “tables” (which one at times
“attaches” to a concept/term thesauri (or indexing/classification schemes of “instance relationships”;

1 Forthe definition, see entry “D033” and Clause 5.3.2 in ISO/IEC 15944-7:2007.
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4) an electronic data interchange perspective where coded domains are known as “code sets” i.e., a set
of codes representing “xyz”. (pop-ups choices in a data entry module); and,

5) application and implementation perspective (and physical data model) where coded domains are
commonly known as (edi) tables (or reference tables).

The term “coded domain” is introduced to differentiate Open-edi, BOV and e-Business requirements from
various other concepts and associated terms such as generic (encodable) value domains, “enumerated
domains”, code sets, which appear to be similar in nature similar in nature in ISO standards. {See Annex C for
more detailed information}.

In addition, a key purpose of Part 10 is to ensure that at the granular level as much information is made
available about a semantic component, at whatever level of granularity as is required to enasure unambiguity in
a commitment exchange.

SCs in support of the making of commitments as actualized in a ins
other hand “smart data” within an intelligent structure, i.e., as part of

1) Maximizing if not epsurin
instantiated as a

4) Maximize exshange akility~ef data among Persons and their applications through computer-to-
computer electroni g interchange (EDI) among the IT-systems of the parties involved;

5) Serve as a methodology and tool which it IT-neutral, i.e., Part 10 conformant “coded domains” are
completely independent of application software and IT-platforms used;

6) Minimization of data entry costs and simplification data entry processes;

7) Enables more efficient and effective search, retrieval and use of recorded information (in multiple
languages);

8) Significant minimization in costs and duplication of effort due to the inherent shareable nature of
coded domains;

2 See further SC32/WG1 N0520 “Amended 15944-1:2010 Figure 22 Focus of BOV Open-edi Standardization Work "for
use in development of Part 10”.
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9) Increased efficiencies and cost reductions in both the internal operations of organizations and public
administrations as well as among them via EDI;

10) Promotes modularity, re-usability of shared solutions supporting both paperless environments;

11) Increased productivity, through reduction of common (non-competitive) costs at organizations and
public administrations as well as at the jurisdictional domain level; and,

12) Serve as a methodology in support of the development of consensus building with respect to the
development of permitted values of a data element in support of the use of a semantic component in
(electronic) data interchange (based on the Pareto principle3).

0.3 Identification, mapping and IT-enablement of existing standardg widely-used code
sets

A coded domain consists of entries of “entities” which the responsible
include into its “Set of codes representing X” for the specified and parti

“public administration”, and at times, “individuals” as well use &
and in a context which is quite different from that of the p
created and maintains that “Set of Codes representing X’/

perspective contain several distinct objec
11179-1:2004 (as referenced as entry “D

98 below). Annex H below provides further

information on these two examples via the/use of a qualifier”.

In this document there is fre ¢ p% of codes representing X”. This is because there are
many existing and widely usex which neg'to be converted into “coded domains” from an Open-
edi, eBusiness, commitme arpe

In an Open-edi a iness text of the usSe of an actual values of SRils, i.e. as instantiations, that are
intended to be used-4 i 5 already widely used in existing ISO, IEC, and ITU standards in
the form of a “codes i natutre, as well as those found in specifications of differing industry

sectors. These s g e_managed and maintained by recognized authorities and implemented in
business practjees. \ : ' and generlc comm|tment exchange perspectwe |n general as WeII as

provide guidance for the transformation and achieve consistency among applications
of different standards/ Requirements need to be specified for the coded domain, including identification,
mapping to existing codes, as well as cultural adaptability features*. In this part of the ISO/IEC 15944, these
specifications are based on explicitly stated rules and scope of coded domains, rules and guidelines for the
construct and characteristics of coded domain and its member codes, especially from the semantic
perspectives, to support commitment exchanges of Open-edi.

3 This 1% edition of Part 10, which focuses on the more primitive aspects of “coded domain”, also applies the “Pareto
Principle” Also know as the “80-20 rule”, or the “law of the vital few”, it states that in many cases 80% of the effects come
from 20% of the causes. In this context, the concepts and definitions as well as the rules and guidelines presented in this
1% edition can be viewed to be the 20% which covers 80% of the common user requirements.

4 See further the “Recommendations of the ISO/IEC JTC1 Business Team on Electronic Commerce (BT-EC)". [Ref:
ISO/IEC JTC1 N5296]
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It is a general rule and practice in ISO/IEC 15944 multipart standards development that one maximizes the
use of Formal Description Techniques (FDTs). The rules and guidelines along with associated definitions of
concepts is an approach of using a lexical model as the formal approach to specify requirements from a
business operational view (BOV) perspective. The FDTs can also be used to produce the formal models or to
describe the rule-base for coded domain, which in turn become a integrate part of coded domains.

This part of the ISO/IEC 15944 also specifies that Open-edi coded domains need to be registered as such in
compliance with Part 2 ISO/IEC 15944 requirement. {See further Clause 11 below}

Common Business Practices

Common Business
Practices &
Recognized

Authority(‘ies)

(Existing)
Code Set(s)

Needed a Standard for
IT-enablement of
“Codes representing X”

A 4

M x IT-Enabled Rule Base for
w Coded Domain

Formal Model(s)
(Graphical &/or
Lexical)

Coded Domain w

Coded Code
domain domain

/7/

Formal Description Technique(s)-
FDT (e.g. UML) models

Figure 1 — Need for standard and methodologies for coded domains

Thus, this part of ISO/IEC 15944 facilitates and allows for the:

— development of Referenceable Semantic Components in Open-edi Scenarios (e.g. as “roles” &
“information bundles”)

— mapping into existing standards & tools for repositories, interchange, access, encoding, syntax, (e.g.

ASN.1, IRDS, SQL, 11179-based registries, HTML, XML, ANSI X.12, UN/CEFACT, ISO 9735
“EDIFACT”, etc.).

X © ISO/IEC 2013 — All rights reserved


https://webstore.iec.ch/publication/10457&preview

ISO/IEC 15944-10:2013(E)

0.4 Link to fundamental components in Business Transaction Model (BTM)

As described in clause 6.1.5 in ISO/IEC 15944-1, a business transaction requires three basic components,
namely “Person”, “process” and “data”.

These three fundamental elements of the Business Transaction Model (BTM) are represented graphically in
Figure 2 below, which has been adapted from Figure 7 in ISO/IEC 15944-1.

PERSON @

DATA PRO

‘ "V
AN

Figure 2 —@ s Traw Fundamental components (Graphic lllustration)

The “coded domains™\apply te al\three/of these fundamental components of the BTM. For example, with
respect to “data ent), numerous sets of codes representing XYZ” exist which are already or
can be/should S T-enabled domains. With respect to “Person”, ISO/IEC 15944-1 identified

— ISOI/IEC 7501 for individuals.®

With respect to the “process” component, ISO/IEC 15944-1 identified a set of five fundamental activities which
may take place in any order. The five fundamental activities are: (a) planning; (b) identification; (c) negotiation;
(d) actualization; and, (e) post-actualization.

S Annex D “Existing standards for the unambiguous identification of persons in business transactions (organizations
and individuals) and some common policy and implementation considerations” in ISO/IEC 15944-1 provides further
information on these identification schemas are constructed.

© ISO/IEC 2013 — All rights reserved xi
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— On the whole, a coded domain consists of predefined and structured data elements. Clause 6.4.2 in
ISO/IEC 15944-1 described the relations between concepts of “recorded information” and “data”. Data is
one type of recorded information that can be processed by computer systems. Data is data-element
based or non-data element based, as described by Figure 3 and Figure 4 below, which are adapted from
ISO/IEC 15944-1 Clause 6.4.2.

Recorded information
which is not “data”

“RECORDED |/ eeeeeaenns
INFORMATION”
“DATA”
“COMPUTER SYSTEM”
Figure 3 — Relation of “recorded information”, “data” and “ Pt

transactions / Open-edi

AN

Non da

element-b sed<\

“DATA” ) : e :
N . Electronic business .
. .  transactions/Open-edi ¢
. . is primarily .
Sosee, data element-based .
; 00 0000000000000 00O0COCGOCGOGOGIIIS
Figure 4 — Relations.da ta elements” in electronic business transactions / Open-edi

0.5 IT-enabled 2 sntentpredefined Semantic Components

As specified by ISO/IEC 14662, Open-edi scenarios include components of roles, information bundles, and
scenario attributes. The coded domain is related to information bundles, which consist of Semantic
Components (SC). A Semantic Component is a unit of recorded information unambiguously defined in the
context of business goal of the business transaction.

Since not specifically required by the ISO/IEC 14662, the Semantic Components for “Person”, “Process” and
“Data” can be either structured or unstructured, and they can also have predefined contents or undefined
contents. It is an ISO/IEC JTC1 requirement that a standard shall support IT-enablement and computational
integrity when possible®. Therefore it is the purpose of this Part 10 of ISO/IEC 15944 to maximize the IT-
enablement, interoperability, computational integrity approach through the use of coded domains whose
context provided predefined and structured data values for use as Semantic Component, as shown in Figure 5
below.

6 See further the “Recommendations of the ISO/IEC JTC1 Business Team on Electronic Commerce (BT-EC). [Ref:
ISO/IEC JTC1 N5296].
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Maximize
Structured

IT-enablement,
interoperability,
computational

integrity through 3
coded domains \
................. S — - T T T

L | I
1 quadrant I . . quadr
L Semantic !

- e Components R W . -
Predefined P (SCs) for A\ -C\\ Undefined
Content [* Content

- “Person”,
r__“.”_ ..... .I _“processﬂ <
i B i - _‘;I.:; ..... 1
: _ ud t n. . .
I quadrant ! aa '
| I !
i I i

r\/QC)

i
quadrant
|
|

The focus of Part 10, 440 upport “Quadrant A” requirements in the development and use of
“coded domains”. Thi s governing the allowable contents, i.e., values, in a set of recorded
information whjch vdble a structured approach; and (2) all the permitted values for the
semantic co 8 d (and if not there is a very systematic and rule-base to deal with “Others”

0.6 Coded-domains as’reusable business objects

In existing business™~transactions, whether conducted on a for-profit or not-for-profit basis, business
information documents as well as implementable (executable) computer programs consist of reusable
components unambiguously understood among participating parties. Coded domains can be used in support
of any type of scenario component, i.e., “roles”, “Information Bundles (IBs)’, and “semantic components”
(SCs). Coded domains can also be used in support of a scenario attribute registered through procedures
specified by ISO/IEC 15944-2.

Registration of coded domains offers several benefits to the e-Business community, including the following
a) supports wider use of registered coded domains both by providing international recognition to the fact
that such coded domains conform to an International Standard and by making them publicly

available to potential users.

b) provides both immediate recognition to extensions of an International Standard and a source for
updates to that International Standard during the regular maintenance cycle.
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c) may provide a single mechanism to access information concerning coded domains that are specified
in different standards.

d) provides a mechanism for managing temporal change. Coded domains specified in a standard or in a
register may change over time either due to changes in technology or for other reasons. Published
standards do not clearly document what changes may have occurred, and do not include information
about earlier versions of specified code sets. Such information can be maintained in a register.

e) may be used to make sets of standardized tags available for encoding of registered coded domains
in data sets.

f)  supports cultural and linguistic adaptability by providing both a means for recording equivalent HIEs
of coded domains used in different languages, cultures, application areas, and prefessions and a
means for making those equivalent names publicly available.

0.7 Use of "Person”, "organization" and "party"” in the context of b
commitment exchange

hé key element
ong their Decision

Making Applications (DMAs) of the Information Technology S gcting on behalf of
"Persons". "Persons" are the only entities able to make commitmenis oting~from YSO/IEC 15944-1:2011,
0.4:
"When the ISO/IEC 14662 Open-edi Refere developed, the "Internet" and
"WWW" were an embryonic stage and their impact oq p ector organizations was not fully

"a perspective of business trapsactions limited pects regarding the making of business
decisions and commitments afqong a ’ needed for the description of a business
transaction”.
The existing and widely-use tiony of "organization" was used in the 1% edition of
ISO/IEC 14662. The fact 8n-edithrovugh\he Internet and WWW also involves "individuals" has
now been taken into account ong>of both ISO/IEC 14662 and all parts of ISO/IEC 15944.
[The 1% edition of 1SO/I 1 198 not” define "commitment”, nor the discrete properties and
behaviours an entity musk have™Mo b ble 6f making a "commitment" as well as bridging legal and IT

commitments were noted~\as being actually among IT systems acting under the direction of those legally
capable of making commitmetit, rather than the individuals in their own capacities. It was also recognized that
in some jurisdictions a commitment could be made by "artificial" persons such as corporate bodies. Finally, it
was recognized that there are occasions where agents act, either under the instruction of a principal, or as a
result of requirement(s) laid down by a jurisdiction, or where an individual is prevented by a relevant
jurisdiction from being able to make a commitment.

To address these extended requirements, the additional concept and term of "Person" was defined. The
construct of Person has been defined in such a way that it is capable of having the potential legal and
regulatory constraints applied to it".

7 For the applicable normative elements here, see further in ISO/IEC 14662:2010, Clause 5.2 “Functional Services
View”.

8  The text in this section is based on existing text in 0.3 in ISO/IEC 15944-1:2011 and ISO/IEC 14662:2010.
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There are three categories, i.e. sub-types, of Persons as players in Open-edi, namely (1) the Person as
"individual", (2) the Person as "organization", and (3) the Person as "public administration". There are also
three basic (or primitive) roles of Persons in business transactions, namely "buyer", "seller", and "regulator".

In modelling business transactions, jurisdictional domains prescribe their external constraints in the role of
"regulator" and execute them as "public administration”. {See Clause 5.4 in ISO/IEC 15944-1}

Very often the requirements of jurisdictional domains are specified through the use of sets of "Codes
representing X...”. These sets of codes are created and maintained by Source Authorities via a rulebase with
a resulting coded domain(s) in the form of a data element(s) whose permitted values represent predefined
semantics and in a structured form, i.e. as a type of semantic component. As such, jurisdictional domains
serve as Source Authorities for coded domains.

These three sub-types of Persons are also the possible Source Authorities for oded domains. On the whole,

Source Authorities for coded domains are either "organizations" or

In this part of ISO/IEC 15944

sub-types of "Person"; and,
— the words "person(s)" and/or "party(ies
"Person" as defined in ISO/IEC 146 :
has the properties and behaviours of a'’

grder to ensure that the concept being defined is not confused
have common or possible different meanings), International
s as labels for these concepts. This is also because the use of

foundation for any standa
respect to the se @v
with other related o

Standards introduceg
“synonyms” is not 6 .
ISO/IEC 15944 & fun es 5.3.2, 5.4, as well as Clause 6 and Clause 7}

provide for “Terms and definitions” as a “Technical normative element”,

necessa ing of certain terms used in the document. A primary reason for having “Terms
and definition anddrd is because one cannot assume that there exists a common understanding,
worldwide, for a concept. And even if one assumes that such an understanding exists, then having

such a common definition in Clause 3 serves to formally and explicitly affirm (re-affirm) such a common
understanding, i.e. ensure that all parties concerned share this common understanding as stated through the
text of the definitions of these concepts in Clause 3.

A primary objective of ISO/IEC 15944 is to ensure that there is a common understanding of the Business
Operational View (BOV) from commercial, legal, ITC, public policy and cross-sectoral perspectives. It is
therefore very important to ascertain and confirm that which may be considered a “common understanding” in
one of these domains is also unambiguously understood and accepted in the others.

One concludes this introductory clause by:

1) noting that the “definition” of the concept “definition” is “representation of a concept by a descriptive
statement which serves to differentiate it from related concepts” [ISO 2087-1:2000 (3.3.1)]

2) noting that an essential characteristic of eBusiness standards is that they involve and support the
making of (legally recognized) “commitments” among two or more autonomous Persons. This requires
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not only a “‘common understanding” among all the parties involved but also is one which is as
unambiguous as possible, especially where such business transactions are executed via Open-edi
based IT systems; and,

3) stating that a very effective and practical approach to supporting the requirements noted in 1) and 2)
above, is to develop and provide bilingual/multilingual equivalencies of the definition of a concept (and
its associated label or “term”) in two or more languages. A primary reason here is that establishing an
equivalency of the definition of a concept in another language from the “source language” uncovers
“hidden ambiguities” in the source language. Often, it is in the preparation of an HIE for the definition
(and its associated term) that ambiguities, i.e. in the semantics, from one language into one or more
other languages are discovered. At times, this results in the need to improve the text of the definition
of the concept in the source language. Alternatively, such development of one or more HIEs of the
definition of a concept can result in the addition of a clarifying “Note(s)” or “Example(s)” in both the
source language and its HIEs®.

0.9 Use of "identifier" as "identifier (in business transaction)" to pre

unambiguous: the

semantics of the xecco
transaction. [ISG® )

and "identifier (in business tran

5944 should understand that the "identifier" in this part of ISO/IEC 15944
is used as a defined term>as "identifier (in a business transaction)".10

As specified in Clause 5.5 and Clause 8 of this part of the ISO/IEC 15944, each entry within a coded domain
contains a identifier and HIE(s), the HIE provides human readable semantics, while the identifier
unambiguously identifies the semantics.

9 For the normative elements, see further in ISO/IEC 15944-7 “... eBusiness Consolidated Vocabulary’ Clause “5.3
“Essential elements of an entry in the eBusiness Vocabulary”; and, in particular, 5.3.1 “Rules governing the development
of a definition for a concept’.

10 |dentifiers in business transactions can be simple or composite identifiers. This is dependent on (1) the rules
governing "identifiers" as a rule-based process; (2) the "registration schema" used (as well as any permitted combinations
of the same).
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0.10 Organization and description of document

This part of ISO/IEC 15944 identifies requirements for the IT-enablement, semantics unambiguity, as well as
other requirements of coded domains, which originates from the existing standards about codes representing
X nature, through the specification of their principle, identification and description, composition, management
and registration, and templates as a tool for implementation.

Clause 0 provides the detailed description of the need for a standard about coded domains, from various view
points, i.e. the need for coded domain on general perspectives and its relationship with reusability, unique
identification, and other important aspects of Open-edi.

Clause 1 provides the scope of the current version of this part of ISO/IEC 15944. Some of the aspects that are
not currently addressed may be specified in future versions.
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INTERNATIONAL STANDARD ISO/IEC 15944-10:2013(E)

Information technology — Business Operational View —

Part 10:
IT-enabled coded domains as semantic components in
business transactions

1 Scope

1.1 Statement of Scope

This part of ISO/IEC 15944 serves as a methodology a ~ widely used standards,

specifications, authority files, etc., of a “codes represenfing X’ na ess transactions involving the

making of (legally-binding) commitments, based on commopn business practices, and doing so in an IT-

enabled manner. The key characteristics of coded d ng u@
a) they are rule-based;

b) they have a Source Authority;

c) they are used in

d) they suppott requi e iguousness in the semantics of the electronic data interchange
(EDI) a «@- arti ile‘also supporting localization and multilingual human interface
equivalen ATE i s,

t of ISO/IEC 15944 is to ensure that existing standards of a “codes representing X”
nature can be “used in electronic business transactions among parties engaged in Open-edi. Open-edi
pertains to flows of infofmation using information bundles which cause pre-defined (or pre-definable) changes
in the states of the IT systems of the parties to such electronic data interchanges. Parties using Open-edi
make the commitment that they will adhere to the predefined rules associated with the registered associated
scenario attributes, roles and information bundles (including registered semantic components). The semantics
here are identified and referenced via an identifier. With such ID codes can be associated multiple human
interface equivalents in many forms and languages. Use of this part of ISO/IEC 15944 therefore facilitates
semantic interoperability requirements in support of “cultural adaptability”.

Another purpose of this part of ISO/IEC 15944 is to specify the key elements of an IT-enabled coded domain,
whose membership is determined by a Source Authority, for use in support of electronic data interchange
(EDI) among autonomous parties engaged in commitment exchange. The approach taken is that of the
separation of the IT interface requirements of semantic interoperability from their (multiple) human interface
linguistic equivalents. This will also ensure that the level of certainty and explicitness required in the
completeness of the semantics of the recorded information interchange is appropriate to the goal of the
business transaction, i.e. the unambiguous requirement.
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1.2 Exclusions

Excluded from the scope of this part of ISO/IEC 15944 is that of the development of the scope, attributes,
content values (as HIEs) of coded domains, etc., as required elements for other coded domain Registration
Authorities (RAs), i.e. other than those developed by ISO/IEC JTC 1/SC 32 itself as the Source Authority (SA).

However, the application of this part of ISO/IEC 15944 as a methodology and tool to turn an existing set of

“codes representing X...” into an IT-enabled coded domain, conforming to this part of ISO/IEC 15944, is not
excluded.

1.3 Aspects currently not yet addressed

The first edition of this part of ISO/IEC 15944 focuses on the essential, most basic sts, i.e. primitive
aspects. It is anticipated that some or all of these requirements will be addressed in futy

multipart ISO/IEC 15944 standard). The development of new parts of ISO/IEC 15§
techniques is expected to provide a more detailed specification about IT-¢ 5,0f coded
domains.

1.3.1 Addressing “Quadrant B, C & D” in Figure 5

ISO/IEC 15944 focuses “Quadrant A”. It may well be aspect
use of the first edition which need to be addressedbut are «

referencing “processes” (e.g. as
coded domain).

1.3.3 Use of coded doQ -

ISO/IEC 15944-1 conjai ormative) titled “Unambiguous identification of entities in
(electronic) business<tran jons”. In_addition, it also provides, in an Annex D (informative), examples of

1.3.4 Use of coded domain
accessibility

insupport of “public policy” requirements and in particular individual

Public policy requirements as a type of external constraints are introduced in 6.3 of ISO/IEC 15944-5. While
this part of ISO/IEC 15944 is structured to support individual accessibility requirements, including those of the
UN Convention of rights of persons with disabilities, this first edition addresses the more primitive aspects
only2,

11 It is assumed that the party undertaking the IT-enablement of an existing set of “codes representing X...” will make an
appropriate working arrangement with the party which is the Source Authority (SA) for that code set (whether already in
the public domain or not, whether on a for profit basis or not, etc.).

12 For more details, see Annex H. See also ISO/IEC 20016-1, Information technology for learning, education and
training — Language accessibility and human interface equivalencies (HIEs) in e-learning applications — Part 1:
Framework and reference model for semantic interoperability.
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1.3.5 Detailed levels of rules pertaining to change management aspects of coded domains

6.6.4 in ISO/IEC 15944-5 and 11.3 and 11.4 in ISO/IEC 15944-8 already address key aspects pertaining to
change management such as state changes, records retention, and data deletion. This part of ISO/IEC 15944
incorporates these relevant aspects at the primitive level only.

1.3.6 Differentiation of categories and levels of Source Authorities (SA) for coded domains

Some coded domains are more recognized and more widely used than others. Some coded domains are
maintained as international and/or national standards. Some are intended for use in one industry sector only
(but are often used outside that sector as well). “Sets of codes representing X’ are also maintained by
international bodies or owe their origin and use to the implementation of an international treaty, convention,
protocol, etc. These have their own categories and levels.13

1.4 IT-systems environment neutrality

This part of ISO/IEC 15944 does not assume nor endorse any g
management system, database design paradigm, system deve
language, command language, system interface, user inte
technology required for implementation, i.e. it is information tect
ISO/IEC 15944 maximizes an IT-enabled approach
interoperability.

2 Normative references

The following referenced documents arg indispensalb the application of this document. For dated

rences, the latest edition of the referenced

ISO 639-2:1998 (E/F), Cox ( 1 f names of languages — Part 2: Alpha-3 code/Codes
pour la représentation de ¢ S

pays

dates and times

ISO/IEC 11179-3:1994 (E), Information technology — Specification and standardization of data elements —
Part 3: Basic attributes of data elements

ISO/IEC 11179-3:2003 (E), Information technology — Metadata registries (MDR) — Part 3: Registry
metamodel and basic attributes

ISO/IEC 14662:2010 (E/F), Information technology — Open-edi reference model/Technologies de
I'information — Modéle de référence de I'EDI-ouvert

ISO/IEC 15944-1:2011 (E), Information technology — Business Operational View — Part 1: Operational
aspects of Open-edi for implementation

13 For example, see Annex H (informative) “Levels of international regulatory regimes” in ISO/IEC 15944-5.
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ISO/IEC 15944-2:2006 (E), Information technology — Business Operational View — Part 2: Registration of
scenarios and their components as business objects

ISO/IEC 15944-5:2008 (E), Information technology — Business Operational View — Part 5: Identification and
referencing of requirements of jurisdictional domains as sources of external constraints

ISO/IEC 15944-7:2009 (E), Information technology — Business Operational View — Part 7: eBusiness
vocabulary

ISO 19115:2003 (E), Geographic information — Metadata

ISO/IEC 19501:2005 (E/F) Information technology — Open Distributed Processing — Unified Modeling
Language (UML) Version 1.4.2

UN Convention on the Rights of Persons with Disabilities (2006)
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