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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are members of
ISO or IEC participate in the development of International Standards through technical committees
established by the respective organization to deal with particular fields of technical activity. ISO and IEC
technical committees collaborate in fields of mutual interest. Other international organizations, governmental
and non-governmental, in liaison with 1ISO and IEC, also take part in the work. In the field of information
technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC 1.

This second edition cancels and replaces the first e
revised.

asset management:
— Part 1: Processes an

— Part 2: Software identifica

Part 5 will define a common~sét of vocabulary for the ISO/IEC 19770 series, which may update definitions
given in previously published parts.

Tag management will form the subject of a future Part 7.
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Introduction

This part of ISO/IEC 19770 is for organizations that want to achieve best practice in Software Asset
Management (SAM). It grew out of ISO/IEC 19770-1:2006 Software asset management processes which was
a comprehensive standard designed to align to all of service management as specified in ISO/IEC 20000.

However, market feedback was that organizations wanted something which could be accomplished in multiple
increments and to that increment most suited to the needs of the organization. This part of ISO/IEC 19770 has
been designed to make implementation of SAM and conformance to a published standard possible at any one
of these increments, called ‘“tiers”, which are cumulative. This allows/*
certification which correspond to natural levels of development and manage i . cognltlon is glven

Division into tiers is designed so that standardized SAM is within reash, o most organizations. Those
by also\applying careful scoplng of

SAM for this part.of ISO/IEC 19770 reflects the

organizational location of the respofisible ing Group and reflects market usage. SAM has wide
ranging benefits across gthe 'nte elated practices of)managing IT assets and implementers of good SAM
practices can expect to iq b i agement of the software itself.

The four tiers of @a Qefi i i O/IEC 19770 are shown in Figure 1. For a fuller description
of the four tiers, see iers be briefly explained as follows

© ISO/IEC 2012 — All rights reserved \%
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Full ISC/AIEC SAM Conformance
Achieving best-in—class strategic SAM

Operational Integration
Improving efficiency and effegtiv

Practical Management
Improving managament control

Trustworthy Data

Knowing what you have so you can W

The major associated benefits of each tier are:

\Y

%

Figure 1 —

he four s\.0f S MC)

Tier 1: Trustworthy Data. Aghieving me%nom g what you have so that you can manage it.
Good data is a prerequisite AN, A anagement observation which applies here is
that “you cannot manage whé . This tier also provides the basis for demonstrating
license complian@x i i priopity management objective.

NOTE Other parts & efi Software Identification Tag (ISO/IEC 19770-2), and a Software
Entitlement Tag (ISQ7I q 0<3) that are intended to simplify the task of achieving trustworthy data.

Tier 2: Practi¢al Man wjeving this tier means improving management controls and driving

organization recognizes the extent of the risks it faces as well as the opportunities for improvement
and savings. This tier covers the basic management control environment (see 4.2 Control
environment for SAM), including policies, roles and responsibilities. It also includes targeting and
delivering “quick wins” made obvious by the data of Tier 1.

Tier 3: Operational Integration. Achieving this tier means improving efficiency and effectiveness.
Building on the foundation of the previous two tiers, this tier drives the integration of SAM into
operational processes (see 4.6 Operations management processes and interfaces for SAM). The

result is improved efficiency and effectiveness.

NOTE Other parts of ISO/IEC 19770 define a Software Identification Tag (ISO/IEC 19770-2), and a Software
Entitlement Tag (ISO/IEC 19770-3) that are designed to simplify the task of integration.
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e Tier 4: Full ISO/IEC SAM conformance. Achieving this tier means achieving best-in-class strategic
SAM.

This tier addresses the more advanced and demanding aspects of full SAM, including its full
integration into strategic planning for the organization.

The first three tiers are defined as subsets of the total set of process areas and outcomes defined in this part
of ISO/IEC 19770, i.e. each process area has a single SAM objective, such as Software Asset Identification,
and contains multiple outcomes for processes to support each objective. See Annex A for a summary table
illustrating this structure.

The tiers build on one another with Tier 4 defined as the total set of process areas and outcomes defined in
this part of ISO/IEC 19770. Note that the process areas and outcomes defined ja-this part of ISO/IEC 19770
are largely unchanged from ISO/IEC 19770-1:2006 but some minor clarificaions have been included. The

organization going through a certification exercise for a higher tier d al Yeview visit by the
certifier for surveillance of any previous tier or tiers, and this same ifi it éview the higher tier

a) Risk management: for example mitigati
exposure;

c) Competitive advantage: be

Typically busineﬁ}

manufacturers or i
scoping, allow for
Clause 1 Scope.

ied, group of organizational units. Choices of tiers, combined with
Y benefit from standardized SAM processes as described in

be accomplished in sta In practice however, such an approach is significantly more complex if it is to be
independentl i notwithstanding, it is intended to develop such an approach in the future, after a
planned revisjon™& " edition of ISO/IEC 15504 is completed. This will allow for a convergence of
approaches ba ed on this part of ISO/IEC 19770 and on other methodologies in the marketplace based on
maturity.
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Information technology — Software asset management —

Part 1:
Processes and tiered assessment of conformance

1 Scope

1.1 Purpose

This part of ISO/IEC 19770 establishes a baseline for an intg
Management (SAM), divided into tiers to allow for incremental i ionassessment and recognition.

1.2 Field of application

which requires implementation by software m
full benefits to be achieved

This part of ISO/IEC 19270 may be applied to an organization which has outsourced SAM processes, with the
responsibility for demonhstrating conformance always remaining with the outsourcing organization.

This part of ISO/IEC 19770 can be applied to all software and related assets, regardless of the nature of the
software, where related assets are all other assets with characteristics which are necessary to use or manage
software. For example, it can be applied to executable software (such as application programs, operating
systems and utility programs) and to non-executable software (such as fonts, graphics, audio and video
recordings, templates, dictionaries, documents and data). It can be applied to all technological environments
and computing platforms (e.g., virtualized software applications, on-premises or software-as-a-service; it is
equally relevant in cloud computing as it is in older computing environments).

NOTE The definition of software asset scope (software types to be included within the scope) is documented as part
of the SAM Plan developed in the Planning for SAM process. It may be defined in any way considered appropriate by the
organization, such as for all software, for all program software, for all software on specific platforms, or for the software of
specified manufacturers, as long as it is unambiguous. See also explanations following in this subclause and in Table 1.

T I1SO/IEC 33003, Systems and software engineering — Requirements for process measurement frameworks.
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With the exception of the requirements of 4.7.4 Software development process, it is not required for this part
of ISO/IEC 19770 to be applied to software development in the sense of the development and maintenance of
code. It is intended that it be applied to all software in a live environment and precursor activities, such as
configuring software and creating and controlling production builds and releases. The exact dividing line
between what is considered pure development, and therefore excluded, and what is related to the live
environment, and therefore included, may be defined making use of the unambiguous formal statements of
organizational scope or software scope.

NOTE Software used to develop other software is considered part of the live environment, i.e. the software used by
software developers must itself be controlled.

The following forms of software assets are within the scope of this part of ISO/IEC 19770:

a) software use rights, reflected by full ownership (as for in-house developed softwarg
most externally sourced software, whether commercial or open-source);

andNlicenses (as for

b) software for use, which contains the intellectual property value of softwaré
provided by software manufacturers and developers, software builds
otherwise provisioned, consumed or executed); and

c) media holding copies of software for use.

even then it may have been completely written off. From a financial accouniing point ef views.gategory (b) may be viewed
i j at properly Iicensed This part of

Tabl% plication 9770-1 to Non-Software Assets

AW

Asset type Example

Inventory of equipment on which software

Hardware rmative fornhardware assets
ith, characteristics required for
e Use or management of

re gssets in scope

can be stored, executed or otherwise used;
number of processors or processing power;
whether the hardware qualifies for counting
for site licensing purposes

Mpplicable for characteristics
not required for the use or
management of software assets
in scope

Cost and depreciation of hardware,
preventive maintenance renewal dates

Other assets

Normative for other assets with
characteristics required for the
use or management of software
assets in scope

Personnel names for identifying
custodianship; personnel counts for
licensing, where determined on this basis; IT
infrastructure or architecture (including
interfaces) if needed to determine the proper
usage for certain license metrics, e.g. to
identify multiplexing

Not applicable for characteristics
not required for the use or
management of software assets
in scope

Other personnel information
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1.3 Limitations

This part of ISO/IEC 19770 does not detail the SAM processes in terms of methods or procedures required to
meet the requirements for outcomes of a process.

This part of ISO/IEC 19770 does not specify the sequence of steps an organization should follow to implement
SAM, nor is any sequence implied by the sequence in which processes are described. The only sequencing
which is relevant is that which is required by content and context. For example, planning should precede
implementation.

This part of ISO/IEC 19770 does not detail documentation in terms of name, format, explicit content and
recording media.

Details of certification and recognition schemes are outside of the scope of this part of ISO/IEC 19770.

This part of ISO/IEC 19770 is not intended to be in conflict with any organization's icies, _procedures and
standards or with any national laws and regulations. Any such conflict 9
part of ISO/IEC 19770.

O
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