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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
committees established by the respective organization to deal with particular fields of technical
activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other international
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the
work. In the field of information technology, ISO and IEC have established a joint technical committee,
ISO/IEC]TC 1.

International Standards are drafted in accordance with the rules given in the ISO/IEE€Djrectives, Part 2.

The main task of the joint technical committee is to prepare International Standafds. Dxaft International
Standards adopted by the joint technical committee are circulated to naty 5

Publication as an International Standard requires approval by at least 75
casting a vote.

Attention is drawn to the possibility that some of the elements of
patent rights. ISO and IEC shall not be held responsible for identj

— Part 1: Overview and concepts

— Part 2: Requirements
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Introduction

Most (if not all) organizations around the world, whatever their size or domains of activities, have
relationships with suppliers of different kinds that deliver products or services.

Such suppliers can have either a direct or indirect access to the information and information systems
of the acquirer, or will provide elements (software, hardware, processes, or human resources) that
will be involved in information processing. Acquirers can also have physical and/or logical access to
the information of the supplier when they control or monitor production and delivery processes of the
supplier.

Thus, acquirers and suppliers can cause information security risks to each

her. These risks need to

of information security and the implementation of relevant controls. I : nces, organizations
have adopted the International Standards of ISO/IEC 27001 and/or I

fundamental processes
governance, business
processes will provid

business objecti@
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Information technology — Security techniques —
Information security for supplier relationships —

Part 1:
Overview and concepts

1 Scope

This part of ISO/IEC 27036 is an introductory part of ISO/IEC 27036
guidance intended to assist organizations in securing their informati
the context of supplier relationships. It also introduces concept

proyides an overview of the
an and\nforxmation'systems within
hat axe deschibed/in detail in the

suppliers.

2 Normative references
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