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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are members of
ISO or IEC participate in the development of International Standards through technical committees
established by the respective organization to deal with particular fields of technical activity. ISO and IEC
technical committees collaborate in fields of mutual interest. Other international organizations, governmental
and non-governmental, in liaison with ISO and IEC, also take part in the work. In the field of information
technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC 1.
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— Part 6: Mechanisms using manual data transfer

Further parts may follow.
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Information technology — Security techniques — Entity
authentication —

Part 2:
Mechanisms using symmetric encipherment algorithms

1 Scope

This part of ISO/IEC 9798 specifies entity authentication mechanism etric encipherment
algorithms. Four of the mechanisms provide entity authenticatigh b eeftwo entities where no trusted third
party is involved; two of these are mechanisms to unilatera hentigaty ore entity to another, while the
other two are mechanisms for mutual authentication of ities: aihing mechanisms require a

trusted third party for the establishment of a common segr lize mutual or unilateral entity
authentication.

The mechanisms specified in this part O § riant parameters such as time stamps,

sequence numbers, or random numbers tof valid g itication information from being accepted at a
later time or more than once.

trusted third part i
requires two extra'p

document (insluding any arméndments) applies.

ISO/IEC 9798-1, Inforwfation technology — Security techniques — Entity authentication — Part 1: General
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