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1 Scope

This part of IEC 60870 describes messages and data formats for implementing IEC/TS 62351-5 for secure authentication as an extension to IEC 60870-5-101 and IEC 60870-5-104.

The purpose of this base standard is to permit the receiver of any IEC 60870-5-101/104 Application Protocol Data Unit (APDU) to verify that the APDU was transmitted by an authorized user and that the APDU was not modified in transit. It provides methods to authenticate not only the device which originated the APDU but also the individual human user if that capability is supported by the rest of the telecontrol system.

This specification is also intended to be used, together with the definitions of IEC/TS 62351-3, in conjunction with the IEC 60870-5-104 companion standard.

The state machines, message sequences, and procedures for exchanging these messages are defined in the IEC/TS 62351-5 specification. This base standard describes only the message formats, selected options, critical operations, addressing considerations and other adaptations required to implement IEC/TS 62351 in the IEC 60870-5-101 and 104 protocols.

The scope of this specification does not include security for IEC 60870-5-102 or IEC 60870-5-103. IEC 60870-5-102 is in limited use only and will therefore not be addressed. Users of IEC 60870-5-103 desiring a secure solution should implement IEC 61850 using the security measures from in IEC/TS 62351 referenced in IEC 61850.

Management of keys, certificates or other cryptographic credentials within devices or on communication links other than IEC 60870-5-101/104 is out of the scope of this specification and may be addressed by other IEC/TS 62351 specifications in the future.

2 Normative references

The following documents, in whole or in part, are normatively referenced in this document and are indispensible for its application. For dated references, only the edition cited applies. For undated references, the latest edition of the referenced document (including any amendments) applies.


3 Terms, definitions and abbreviations

3.1 Terms and definitions

For the purposes of this document, the following terms and definitions apply.

NOTE Terms 3.1.1 to 3.1.7 are included here because they are specific to the IEC 60870-5 standards and may be useful for reading this specification as an independent document. Terms 3.1.8 to 3.1.9 are included here because they are specific to IEC/TS 62351-5.

3.1.1 Application Protocol Data Unit

complete application layer message transmitted by a station

3.1.2 Application Service Data Unit

application layer message submitted to lower layers for transmission

3.1.3 Controlling Station

device or application that initiates most of the communications and issues commands

Note 1 to entry: Commonly called a “master” in some protocol specifications.

3.1.4 Controlled Station

remote device that transmits data gathered in the field to the controlling station

Note 1 to entry: Commonly called the “outstation” or “slave” in some protocols.

3.1.5 Control Direction

data transmitted by the controlling station to the controlled station(s)

3.1.6 Message Authentication Code

calculated value used by a receiving station to authenticate and check the integrity of an Application Protocol Data Unit

3.1.7 Monitoring Direction

data transmitted by the controlled station to the controlling stations

3.1.8 Challenger

station that issues authentication challenges. May be either a controlled or controlling station.

3.1.9 Responder

station that responds or reacts to authentication challenges. May be either a controlled or controlling station.